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LLOYDS BANKING GROUP LAUNCHES PIONEERING 

£7 MILLION FRAUD CRACKDOWN  
 

• Bank seizes proceeds of crime to fund new initiatives to tackle scams 

• New police cyber investigation unit to disrupt organised crime gangs 

• More one-to-one support to be made available to victims of fraud 
 

Lloyds Banking Group has joined forces with City of London Police to launch the industry’s first pilot 
scheme using proceeds of crime to fund a series of fraud fighting and victim support programmes 
across the country. 
 
The ‘frozen’ cash – which is money captured from the fraudsters by the bank’s specialist mule-hunting 
team – will be invested in several projects to tackle fraud as well as increasing education and 
awareness to help keep more people safe by stopping scams from happening in the first place.  
 
One of these is expanding the Dedicated Card and Payment Crime Unit (DCPCU)* by funding a new 
specialist team to track down criminals through cyber investigations, which can lead to disrupting 
other illegal activity often associated with fraud such as drugs and people trafficking.  
 
The money will also be used to provide additional support for people who have fallen victim to 
fraudsters. One initiative that will benefit is the National Economic Crime Victim Care Unit (NECVCU) 
– run by the City of London Police – which provides one-to-one phone support, advice and aftercare 
to victims.  
 
This programme has already been trialled successfully across six forces, and will be expanded across 
all the forces, with an estimated 250,000 victims being reached. 
 
The money will also be invested into projects to protect those who are most vulnerable to fraud, 
including an initiative run by Age UK. The charity’s Scams Prevention and Support Programme will 
help older people increase their knowledge and confidence in recognising and dealing with attempted 
scams, helping reduce the number of people falling victim and supporting those who do in their 
recovery.   
 
Philip Robinson, Retail Fraud Prevention Director, Lloyds Banking Group, said: “Fraud is the 
biggest crime in the UK and can have a devastating effect on people’s lives as well as their finances.  
 
“Our 24/7 fraud-fighting team is working hard behind the scenes every day to help keep our 
customers’ money safe, but criminals are constantly finding new ways to trick people into handing 
over their money and they’re ready to disappear the second they have their hands on the cash. 
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“This initial funding will not only provide vital additional support to more victims, but also enable us to 
work closely with City of London Police and other organisations shaping future fraud prevention 
initiatives across the UK.” 

Clinton Blackburn, Temporary Commander, City of London Police, added: “The pilot scheme 
with Lloyds Banking Group is an innovative example of how through collaborative working we can 
improve the whole system approach to targeting the threat of economic and cyber crime.  
 
“The DCPCU is a great example of how beneficial partnership working can be as the unit – 
funded by the banking industry – prevented £85 million worth of fraud being carried out in the first half 
of this year. 
 
“Victims of fraud are at the very heart of the work that we do and the NECVCU is an invaluable 
service which helps and provides advice to the victims of fraud. We are delighted that proceeds of 
fraud will be used to benefit victims and provide additional support for this service.”  
 
Caroline Abrahams, Charity Director, Age UK, said: “In England and Wales an older person 
becomes a victim of fraud every 40 seconds – that’s more than 800,000 older people every yeari. 
Scams can have a devastating emotional and financial impact on older victims, seriously damaging 
their quality of life and wellbeing. 
 
“This is why initiatives like Age UK’s Scams Prevention and Support Programme are so vital, and we 
are incredibly grateful for this funding which will help us – through our local Age UK network – to 
support those across the country who are most vulnerable to fraud and reduce the number of older 
people becoming victims of financial crime.” 
 
One of the bank’s biggest successes in freezing funds from the proceeds of crime has been through 
the creation of an innovative ‘mule-hunting team’ to stop the movement of money from scams.  
 
The mule-hunting team has uncovered more than 88,000 mule accounts and stopped £60 million from 

falling into the hands of fraudsters in real-time since it was first set up in 2018.  

By developing a number of new techniques to rapidly analyse data, spotting tell-tale signs, patterns 

and behaviour, the mule-hunting team has been able to halt fraudsters in their tracks. 

 

Lloyds Banking Group has shared this intelligence with the industry and returned millions to victims of 

fraud, although it is not always possible to directly reunite victims with their cash.  

 

The Group is working with the industry to call for legislation that makes it easier for frozen funds from 

the proceeds of crime to be made available for other similar initiatives. 

Notes to editors 
 
* The Dedicated Card and Payment Crime Unit (DCPCU) is a unique proactive police unit, with a national remit, formed as a 
partnership between UK Finance, the City of London Police and the Metropolitan Police together with the Home Office. 
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Fighting fraud at Lloyds Banking Group  
 
We’re working behind the scenes 24/7, investing more than £100 million in our defences to stop the majority of attempted fraud. 
There needs to be as much focus on prevention as on reimbursement to help keep consumers safer online. 

We invest in the latest technology to keep our customers’ money safe, as well as our dedicated team working 24/7, 365 days a 
year. 
  
Tackling fraud is a team effort and needs to reflect the role of online platforms in helping to stop scams from happening in the 
first place. While the government's decision to include fraud in the new Online Safety Bill is a welcome step to help keep people 
safer online, it doesn’t tackle the main source of online scams. We would urge swift action now to focus on online adverts and 
fake websites used by fraudsters, who will otherwise continue to ruin lives 
 
We became the first organisation in Europe to introduce new state of the art fraud prevention technology, helping protect our 30 
million customers from telephone fraudsters. This creates an “audio fingerprint” of each call to highlight unusual activity, identify 
potential fraud and stop criminal callers. 
 
Our branch and telephone banking colleagues are specially trained to identify signs that could indicate that a customer could be 
a victim of fraud and we are a leading supporter of the ‘Banking Protocol’ initiative, working together with the police to help 
intervene if a customer is at risk. 
 
We use behavioural analysis to help design our fraud warnings carefully using insight from fraud prevention and 
psychology experts, as well as feedback and from customers where fraud has been prevented as a result of these warnings. 
 
We partnered with professional poker player and Harvard psychologist, Maria Konnikova, who’s an expert in the psychology of 
how people make decisions in situations when the emotional part of your brain takes over and decisions become less rational. 
We worked together to see how we can make our warnings even more effective to customers, because fraudsters are experts 
in convincing people to believing them – and it’s often too late when they’ve disappeared with victims’ cash. 
 
We are a leading supporter of Take Five (led by UK Finance) – a campaign urging people to stop and think before giving out 
their personal details and making transactions. 
 

 
i https://www.ageuk.org.uk/latest-press/articles/2019/july/older-person-becomes-fraud-victim-
every-40-seconds/  
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